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Introduction

Requirements E-Voting 
Systems

Enterprise 
Ballot

Correctness and verifiability Yes Yes

End-to-end verifiability Yes Yes

Ballot secrecy Yes Yes

Secret ballot No Yes

Voting groups No Yes

Group companies No Yes

Voting sections No Yes
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Table 1. General requirements in e-voting systems and enterprise ballots.
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Source: André Ribeiro / Petrobras Image Database
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System roles and permissions:
• staff;
• representative/alternate;
• assistant;
• Viewer/assistant;
• partner staff;

Other Requirements:
• Configuration of voting options (agree,

disagree, abstention or any other) with
justification;

• Vote tallying;
• Abstention rule;
• Partial and final results can be viewed in real

time.
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10Table 2. Systems comparison.
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Contributions:

• Requirements elicitation for enterprise ballots

• Systems comparison

• Blockchain architecture for enterprise ballots
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Future Work:

• Expand the scope;

• Consider vote anonymization;

• Evaluate the coercion issues;

• Evaluate interoperability issues that may arise in the future through the
use of different blockchain platforms (e.g., Corda, Ethereum), and

• Execute performance tests.
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